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The following is this week’s sample of ThreatScape® Media
Highlights – an email roundup of security headlines augmented by
insights and analysis from iSIGHT Partners. Our cyber threat
intelligence clients receive this update daily.
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Russian Police Prevented Massive Banking Sector Cyber Attack

 
From The Media

 The Russian Interior Ministry’s department of cyber crimes exposed a group
that had planned several major cyber attacks on international payment
systems and Russian banking systems. According to the department, the
group was comprised of over 50 highly capable members with initial plans to
steal up to 1.5 billion RUB.

 Read the Story: SC Magazine

iSIGHT Partners Analyst Comment
 Due to vague media reporting on this subject, it remains unclear whether the activity reported

is related to Corkow or GCMAN. Reports appeared to imply that the group disrupted by the
Russian Interior Ministry pertained to Corkow, but, given the apparent strong relation
between this report and activity recently reported by Kaspersky, we suggest the activity is
more consistent with what Kaspersky described as GCMAN activity, which was neutralized
before financial institutions experienced significant losses.

Related iSIGHT Partners Reports
 ThreatScape Media Highlights (‘Covert’ APT Attacks Pose New Worries), 10 Feb. 2016

 ThreatScape Media Highlights (Russian Hackers Moved Ruble Rate With Malware), 9 Feb.
2016

 Intel-1114421 (The Increasing Confluence of Cyber Crime and Cyber Espionage), 20 March
2014

Malware Targets All Android Phones—Except Those in Russia

http://webcache.googleusercontent.com/search?q=cache:TWoHHzH9gU0J:en.hackdig.com/02/39538.htm
http://cdn2.hubspot.net/hubfs/266554/17_Feb_ThreatScape_Media_Highlights.pdf
http://www.isightpartners.com/wp-content/uploads/2014/03/Judgement-Withheld.png
http://www.scmagazineuk.com/russian-police-prevented-massive-banking-sector-cyber-attack/article/473902/
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W49HX1p2KtmZGW5-gt7W752b5R0/5/f18dQhb0Sq5y1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5_hvLB1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W6V0X112LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQYFr2KFMjHVtMxVG2Q1QSwW2MznrN5nbq6BVGXpVf3ZC-CPW2_YRY65nbf0TW6F52Nf1RQx5rW4HT6HW98G6D_W1Qw1Q68sZ4WSW67b7w67hYCG4W3N1M0F2GRdFNN5tNvlgn30cfV70Gr_6tG77hW98wKCS2hBQwBW1MqhJK7ldyjxW608vxT6FPWf9W6qZzVs6vWGKLW1N1-cv7j_k-9W7KSw-s7jVYdBW85JsYz1xxjfgW7vdkDP6vTfdcW7HDCSP1G9M8kW1Phbrp5_0kv7W22c-7g1fsRd4W1Q4lYD6KncLRW1lwx5v7ndzGhW2GL6WR88tgQ2W3bwBFy3xR0s5W4Pw1Vk2sbPxnV74Cb54rw1BHW4QH8sG11fL61W24RqJ88BVK_CW24V_vS9b9L4qW8HMWD85DvVYsW25XhJW6m3y7NW7KZzFH3wLfM4TDpqy5HyQLF103
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On Target

 
From the Media

 According to CSIS Security Group, a malware strain is targeting all Android
devices except for those in Russia. The malware, dubbed MazarBOT,
possesses the ability to take full control of a target device and, according to
CSIS, appears to be focusing targeting on online banking customers.
MazarBOT performs a location test upon installation and will stop if it detects that the device
is within Russia.

 Read the Story:  CSO Online

iSIGHT Partners Analyst Comment
 It is typical of Russian-origin malware to disable itself if it detects it is being run on a Russian

device, usually because laws in Russia prohibit cyber crime activities targeting the
Commonwealth of Independent States (CIS). Also of note, there is a malware family tracked
as “Mazar,” “GMBot,” “Slempo”, or “Slembunk” that we judge to be distinct from MazarBOT.
While the malware types share a few common functionalities (mainly related to SMS use),
the majority of functions and a large portion of the code are different. For example,
MazarBOT uses Tor for hiding communication; GMBot does not.

Related iSIGHT Partners Reports
 16-00000406 (Continued Market Maturation of the Mobile Threat Landscape: Proliferation of

Android Credential Theft Malware), 20 Jan. 2016
 15-00012490 (Financial Services Targeted by ‘Mazar’ Android Malware Expands in Europe

and Asia-Pacific Regions), 23 Nov. 2015

Critical GLIBC Vulnerability Puts Nearly All Linux Machines at Risk

From The Media
 The Linux GNU C Library (glibc) is vulnerable to a critical flaw affecting

almost all Linux machines. Glibc was last affected by the Ghost vulnerability
in January 2015. The current flaw (CVE-2015-7547) is a stack-based buffer
overflow in the glibc DNS client-side resolver. The vulnerability could result in
remote code execution.

 Read the Story:  Threat Post

iSIGHT Partners Analyst Comment
 Although a large number of Linux systems are reportedly vulnerable, we consider CVE-2015-

7547 to be a medium-risk vulnerability due to the potential for arbitrary code execution, offset
by the address space layout randomization (ASLR) bypass requirement. Further, exploitation
is easily mitigated by limiting DNS response sizes and verifying DNS queries. Proof-of-

http://www.isightpartners.com/wp-content/uploads/2014/03/Judgement-Withheld.png
http://www.csoonline.com/article/3033143/security/malware-targets-all-android-phones-except-those-in-russia.html
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W8VFDD998H6YKW1S7ydf6YYgr70/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhlyVbXTC_4s2zfBW4vgKM197QBs1W95RRrC3Ts7bDN98jxtHdXNNyW11RZhK8Fdh1CN8k1dMQpSBF3W8WhRvz52Xz4GW4NFdVX31blbhW328bfh2flXXQN4JFgP27d2GnW1L4xyj6FKg-TW2XsCWx7tfTF5W7lD-gh7wVsVmVPBbh-7zN65hW1CcbxH9dsRH5W2hBQwB1MqhJKW7ldyjx608MF6W1wqnhG19ytqpW7156vH771_TVW7JGrf_1xxYB0W1lF6Zg2fSxlCW1Y6k-468KK-xW7zXqJV1kj_W9W1Q2CLT7hY-7JW1T_JjK1z8Qs3W7bkLHR7n0kHnW22-1-f7cYhJCW82mh9C1WZvrgW7c6yKR3bwBC9W1Nb__G3nSW3FVVR6H24q1sj0W1l5rsh54W6rbW5_PnKn1Ngx1cW51bsdr6MX8WtW1wgkwt3DvBwXW4gNgfz8_qR65W1m9yFp9j6d4zM4ZDLy1_P-0f3ntZYW11
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W3qQlWJ66GwXFW4blHcb8fhtN70/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W2bs-Bk2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTmQ4gZm6-MsNmG6wts8ZW4bJ02h4b_rKwW7MbC3k1SKVVfN2M_km_qlrp3W32p-B16DCvp0N8ncw46MP9zFN3fNkD_QJJn6W3Lqnm_8q5FTlN6skKw24647dW7-JXR61lRb4_N61mzVzn51bsW5_N0_w5K_zXKW3lj2tv3blhRkW3XMlfZ5L_J41MMFFSGF8DTvW3-j9yk5sdlzlW5PtCL717YKbJW3n8FBB5hjbsgW5sFDsk8xB66QN3gqtgyX9vTyW5J23hY8BtxQCW3zx0Gl8zVzxRW5YlwQ35F4nj4W32rjfP31ztZqN3ZSc8fx_QkyW7K_mzF7cNnGLW73R1h2224kXkW5Z3bcB1vs8CSW5FLpDT4QDcJ_W1vt47Q10MhMVW8VdJkF2B6l4NW2DQYxC3vQq4JW3CTcQD70x0rhW1NwBMj1MKdbSf3fxtK311
http://www.isightpartners.com/wp-content/uploads/2014/03/On-Target.png
https://threatpost.com/critical-glibc-vulnerability-puts-all-linux-machines-at-risk/116261/
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concept (PoC) code is publicly available, but is only capable of causing a denial-of-service
(DoS) condition; full exploit code is privately held by Google. We are unaware of exploitation
in the wild.

Related iSIGHT Partners Reports
16-00002126 (GNU Vulnerability CVE-2015-7547), 16 Feb. 2016
15-34447 (GNU “Ghost” Vulnerability CVE-2015-0235), 19 Nov. 2015

Espionage Actors Linked to Sony Breach Also Tied to Ongoing North
Korean Operations

 
From The Media

 Researchers from Kaspersky Labs and AlienVault have reported that
technical indicators from campaigns affecting Samsung and a South Korean
nuclear power plant operator demonstrate links to the high-profile breach of
Sony in late 2014. These findings indicate that the actors responsible for the
Sony hack most likely also have connections to multiple malware families and campaigns
including DarkSeoul, TEMP.Hermit and WildPositron—groups and tools believed to be linked
to North Korean actors. The newly released information suggests the actors behind the Sony
breach (dubbed “The Interviewers”) remain at large and are involved in ongoing cyber
espionage operations.

 Read the Story:  SC Magazine

iSIGHT Partners Analyst Comment
 Although specific technical indicators have not yet been released (and the researchers have

indicated they do not intend to reveal all of their findings publicly), the findings are consistent
with previous iSIGHT Partners reporting. Published analysis of Volgmer malware and
TEMP.Hermit operations indicates potential connections with other probable North Korean
activity. Shared code and a distinct password shared across multiple droppers support the
notion that the actors behind the Sony hack are linked to continuing North Korea-nexus
campaigns.

Related iSIGHT Partners Reports
 15-00011382 (Hangul Zero-Day Leveraged Against South Korean Industry and Government;

Volgmer Malware Illuminated as Suspected North Korean Backdoor), 15 Oct. 2015
 15-00012308 (TEMP.Hermit Actors Target South Korean Atomic Energy Research Institute),

6 Nov. 2015

China and Russia Step Up Cyber Attacks on Australia

http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*N77KmJh1cVPfW10fLjh8d4ZGg0/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W2bs-Bk2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTq94d-_V2W7ld91Y6-gPgcW2gNHF319wZTJW7zSF311tlbSzW22YCP-37pHBmN1mpB116L46YN5Z-M0D-zhFSW47YlYy4bfcHbW47Xx4z3C811XW4-THQz2-FdZcW60Rkcx4Dl4vzW3sxGC-8g1R_nW8QKpyr4sj3hVW2BcyM91mGWnDW51hHhR874BnXW5krSX48mVzSZW2xDFkw2pvGk7W6ZqJGh5v6ZHfW8Sl-s11pcjK9W2V3qgF8rkWrBN5tZnvbbGpMfW7d6YHk42h9qgW5CVvZm50zKwBN1m_-wxP8G7BW3yHH1H5wf2W9VcH4cT6SSJNcMcb2WHVzQv-VVn7DD12GYFgW7qJ2s212Z6XGW8rSDkK7mt3V-W3pfnpc7rWFRhW87DCK83Rrb4RW7wzHfr7schs2W3_2KPL5MYcsrMdm8X511YtWf7hlCsW03
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*N3CsP1jWMBxDW4JhqSW6h1xyt0/5/f18dQhb0Sq5M1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-qVB31mhDJwW39DrZZ5twG1hVXDfX77cPhm1W8f_H832LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTmQ4hYLCWW2QxQXt2MTPSyVKng6q1Wg4bjN2sBFCFK3QDNVJB52y4Bg-DRVKVQV24Y8Lp2W1DtShG1FpT3wW2KDbdJ1v14y7N2SwjxDPz829W1yc9D32R4SDPW2JDZKm2JDgVLVP88mB2Fq95DW22WLyB6HBHnDW6qG73422dP25W1W5HfN89w3FWW6914BY1vbSnBW1W6Z4D243BLgW6MC5z-1ykP7CW7VXPyS7b7BTdW7XPfVQ7HHZg3W1zry2p1zBGVfW6Bv9837j39wnW2d16m_6Bt5c2W7c-GV21L09J2W2hPcq_1Pf6SpVClwbq64TT97W54qWs34PxC8jW448frN2w2nxbN2-VWRQ9FKcrVd8rw02-XLQ_W21vBwM8pmwTDW56fKht5cFX97W6ZDThk79LtFrW4GYzyx3y19vCW3wqsn08mV74V111
http://www.isightpartners.com/wp-content/uploads/2014/03/Judgement-Withheld.png
http://www.scmagazine.com/sony-hackers-are-still-hacking-researchers-say/article/474166/
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W18SqLf7XqMZqW3dMRCk45zQfq0/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W2bs-Bk2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTmQ4gZm6-VrPbCJ582S5tW4bJ02h4b_rKwW7MbC3k1SKVVfN2M_km_qlrp3W32p-B16DCvp0N8ncw46MP9zFN3fNkD_QJJn6W3Lqnm_8q5FTlN6skKw24647dW7-JXR61lRb4_N61mzVzn51bsW5_N0_w5K_zXKW3lj2tv3blhRkW6gCjZ_8lKnwVW3TmhLb8j4twnN5QvZC2_wpJ7W5mWG463dhJr5W8wwh7833y2hDW171tBC5jQ2CQW8Hqbcc3BvFR9W3Zk1mw3BvPpqW5jjbJ23hQQXqW5FKmRp15nZZMW8c9t9W2-11rnN8zVm5Gk8xjrW7K_mzF7cNnGLW73R1h2224kXkW5Z3bcB1vs8CSW5FLpDT4QDcJ_W1vt47Q10MhMVW8VdJkF2B6l4NW2DQYxC3vQq4JW3CTcQD70x0rhW1NwBMj1MKddNf80YDqG11
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*VRGVQd6xDXWbW6PBq6_1C0NLg0/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W2bs-Bk2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTmQ4gZm6-VsNtfZ1FFnNJW4bJ02h4b_rKwW7MbC3k1SKVVfN2M_km_qlrp3W32p-B16DCvp0N8ncw46MP9zFN3fNkD_QJJn6W3Lqnm_8q5FTlN6skKw24647dW7-JXR61lRb4_N61mzVzn51bsW5_N0_w5K_zXKW3lj2tv3blhRkN100Gr5SdF5DW3CyCFg3rfZcgW5wLxbN3dNRv-W8hM8Q85RTb-qW39rhN938rvqbW11-z4X3RnVMhVLJVwG5mbvWcW8ztFPf5rbYb4W8lCmr_33BKJ2W3cNbCz12n0WwW36sZPn8MLCL0N8MqM3vk8xjrW7K_mzF7cNnGLW73R1h2224kXkW5Z3bcB1vs8CSW5FLpDT4QDcJ_W1vt47Q10MhMVW8VdJkF2B6l4NW2DQYxC3vQq4JW3CTcQD70x0rhW1NwBMj1MKddNf8j_C8Z11
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From The Media
Actors are increasingly targeting the Australian Government’s secure
communications network. Chinese and Russian actors’ increased attacks
have forced Australian Government agencies to use the Intra Government
Communications Network (ICON). Hundreds of attempts are made each
month to access the government’s ICON system, with China-sourced attacks
being the most predominant.
Read the Story:  News.com.au

iSIGHT Partners Analyst Comment
We cannot verify a spike in intrusion activity against the Australian Government’s secure
network. However, the government’s initiative to improve cyber defenses suggests that
associated bureaus have been compromised or experienced a high volume of intrusion
activity. iSIGHT Partners has previously reported on Chinese-nexus activity targeting
Australian interests, including 338 Team, UPS Team, Mana Team, and JJDoor malware
activity. Further, Russian operators known as Koala Team also targeted Australia as part of a
widespread, global campaign to collect proprietary data.

Related iSIGHT Partners Reports

15-00010120 (Activity Connected to JJDoor Targets Australia), 23 Sept. 2015
Intel-1052649 (Koala Team Targeting), 21 May 2014
Intel-940662 (338 Team Activity), 20 Sept. 2013

Russian Cyberspy Group Uses Simple yet Effective Linux Trojan

 
From the Media

 Pawn Storm, a Russian cyber espionage group, is infecting Linux systems
with the Fysbis Trojan. The Fysbis Trojan does not require root privilege
access, and is also modular, allowing actors to integrate plug-ins for
expanded functionality. Fysbis’ primary purpose is to steal data, such as
documents and web browsing activity.

 Read the Story:  CSO Online

iSIGHT Partners Analyst Comment
 This article refers to malware iSIGHT Partners previously reported as “XAgent,” a tool

developed and commonly employed by Russian-nexus actors tracked as Tsar Team (aka
APT28). The XAgent framework exploits several platforms, including Windows, Linux, and
Apple IOS, and is typically delivered through a Sofacy dropper, commonly linked to Tsar
Team operations. XAgent has various modules that enable espionage operations, including
one that allows propagation in air-gapped networks.

http://www.isightpartners.com/wp-content/uploads/2014/03/Judgement-Withheld.png
http://www.news.com.au/technology/online/hacking/steep-rise-of-cyber-attacks-in-australia/news-story/8ddf56cdd2189e2a9802b9abe5c6efb0
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W4CRr535B3c44W32GRxj8ltMDF0/5/f18dQhb0Sq5B1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-PTmh1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W2bs-Bk2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQTmQ4gZm6-MrN_jXtvWGNW4bJ02h4b_rKwW7MbC3k1SKVVfN2M_km_qlrp3W32p-B16DCvp0N8ncw46MP9zFN3fNkD_QJJn6W3Lqnm_8q5FTlN6skKw24647dW7-JXR61lRb4_N61mzVzn51bsW5_N0_w5K_zXKW3lj2tv3blhRkN6gC4SWY7RmCW5z29gS8jDB_8W5K0D_b3BcsYlW2ZC7RL38kl-VW5C36-G5nKvd8W3xzhZb8c61LbW8qD9RP8mGJ0YW5JZKC25J_t-3MXwHNzBNLxPW5Pq8n117TysnW8s_9b02YwHM-N12-JgFk8xjrW7K_mzF7cNnGLW73R1h2224kXkW5Z3bcB1vs8CSW5FLpDT4QDcJ_W1vt47Q10MhMVW8VdJkF2B6l4NW2DQYxC3vQq4JW3CTcQD70x0rhW1NwBMj1MKdbYf72R4CQ11
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*McsQ3qhH3QWW6C3m8t14ZbWW0/5/f18dQhb0Sq5y1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5_hvLB1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W6V0X112LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQYFr2KFMjHVtMFrw7t58KDW2MznrN5nbq6BVGXpVf3ZC-CPW2_YRY65nbf0TW6F52Nf1RQx5rW4HT6HW98G6D_W1Qw1Q68sZ4WSW67b7w67hYCG4W3N1M0F2GRdFNN5tNvlgphC7_V70Gr_6tpCdPW5Wd0bF5-2sjBW7ZzDyK7GLjPjW2LG_M61krrW3W2cYNkh1Hwkz0W6pJkvd1VZPQTW1rlTHs82ysXFW1gvP-s7d386RW7bsd-m5VkLmrW2bFpcl1gGyCnW1F6rYX1jynTSW80p-Sl6hM1_zW1flRx-6tDBlcW7w_4LB1knvKZW6hKDWw28y35JW42ktnR6FbN_1D6Y9ktTrHBW5xs_fL3B_tYQN5H9mT4215-pN1Jp483_JSP1W20k7fN4rRnDrW5p7L7c7GSqSwW6TtZFy88---QW30y57v1tGQJTW4TysWT3pwdhT0
http://threatscape.isightpartners.com/e1t/c/*W6Xpb5p1JJSPTW5q6S3N7HmD6x0/*W2-nSwg9dYQnKW84jCkh8B6tKs0/5/f18dQhb0Sq5L1X6stXW1f5cFF1m65myW3DCP3t4cysf0W5-jc-_1mhDJwW39DrZZ5twG1hVXDfX77cPhm1W8SzRHG2LVhmpW549CGt4dQ1q2VrzZDM8Z3fw_W4bQYFr2KFMjHW1GnGkv7tC5W7N2MTPSyKng6qW1Wg4bj2sBFCFMK3QDNJB52yN4Bg-DRKVQV2VfDcq-1GsnPSW1FpT3w2KDbdJW1v14y72SwjvSW561fSQ5wM1V8W52mV-88rQJ8YW1CcbxH8TLlBmW2hBQwB1MqhJKW7ldyjx608yppW88qQP47DTmG9W1-dN0j2jD0PHW1jjTLk1vn9Z3W6lGltV1xBTKLW7956yh7ZsnqSW1zBgH32LqVdjW1B66pX6hJxWHW7qT3bQ7zQC3sW7L-12s2f_VrcW66QfrP7YCF3KW7B-hhZ7lfCdNW1ygbPC3bwBFyW3xR0s54Pw1VkN2sbPxn74Cb5W4rw1BH4QH5FZW11fL6124RqJ8W8BVK_C24V_vSW9b9L4q8HMWD8W5DvVYs25XhJWW6m3y7N7KZzFHN3wLfM41qKR9f3M05tK03
http://www.isightpartners.com/wp-content/uploads/2014/03/Judgement-Withheld.png
http://www.csoonline.com/article/3032111/security/russian-cyberspy-group-uses-simple-yet-effective-linux-trojan.html
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Related iSIGHT Reports
15-00000338 (Tsar Team Overview), 4 Feb. 2015
14-32556 (IOS Malware Being Developed by Tsar Team), 5 Feb. 2015
14-00000063 (Analysis of XAgent Malware Framework), 5 Dec. 2014

The post ThreatScape Media Highlights Update – Week Of February 17th appeared first on
iSIGHT Partners.

Source: /ht71-yraurbef-fo-keew-etadpu-sthgilhgih-aidem-
epacstaerht/20/6102/moc.srentrapthgisi.www
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